**知っていますか？**

**セキュリティポリシー**

皆さん、我が社にもセキュリティポリシーが存在しているのを知っていますか？

最近、社内教育プログラムで「情報セキュリティ」に関する教育が増えていることからもわかるように、セキュリティポリシーは、多くの個人情報を扱う私たちにとって大切なものです。

**セキュリティポリシーの概要**

「セキュリティポリシー」とは、会社全体の情報セキュリティ対策の方針を文書化したものです。

セキュリティポリシーには、会社にとって何が重要な情報資産であるか、その情報資産をどのように守るかなどを次の3つの要素に考慮して記載する必要があります。

|  |  |
| --- | --- |
| 要素 | 説明 |
| 機密性 | 許可されていない利用者が情報にアクセスできないようにすることで、情報を守ること |
| 完全性 | 会社内で処理されたデータが正しいこと、ネットワーク上で改ざんされることなく確実に相手に送信されていることなどを保証すること |
| 可用性 | 許可された利用者が確実に情報にアクセスできるようにすること |

**セキュリティポリシーの目的**

セキュリティポリシーの目的は、会社として統一された情報セキュリティを実現することです。

セキュリティポリシーが策定されていない会社では、ひとつの情報セキュリティに対して複数の対策が考えられる場合に、どの対策を実行するのかが個別の判断になってしまいます。このような場合、会社における情報セキュリティは統一性を欠いた不安定なものになってしまいます。セキュリティポリシーを策定することで、どの情報資産をどのように守るかというルールを明確にでき、会社全体を通して統一性のある安定した情報セキュリティを実現できます。

**セキュリティポリシーの役割**

情報化社会の進展に伴い、秘密情報や会社が独自で収集し保有している個人情報などが、適切に取り扱われているかを問われるようになってきています。会社として情報漏えいを起こしてしまうことは、対外的な信頼をなくしてしまう事態になりかねません。

セキュリティポリシーには、会社内部における情報セキュリティ対策の方針を示し、情報資産をしっかりと守るだけでなく、積極的に情報セキュリティ対策に取り組んでいることを対外的にアピールする役割もあります。

セキュリティポリシーの構成要素